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Abstract

The 2007-2009 Financial Crisis highlighted the difficulty, and at the same time, the importance of
ensuring banks have adequate capital for economic downturns. In the wake of the 2009 SCAP
report and throughout the CCAR 2011 and 2013 cycles, the majority of the stress testing effort
went into enhancing analytical modeling. The focus has now shifted toward making the process
sustainable, repeatable, and resilient. This paper discusses the implications this shift has to data,
not only its capture, but its governance and how to make it accessible to multiple constituents.
Technology will be an important part of the solution, but it will also require re-thinking basic
business processes. Additionally, to gain the full value of this investment, the interaction with the
customer will even be impacted. Data governance, quality, and capture will need to be considered
at earlier stages of the data “supply chain,” even beginning at the point of risk origination. Banks
are in the business of taking on risk — any insight that improves their ability to make those
decisions will lead to a competitive advantage.

In this paper, we first provide a background on stress-testing, discuss infrastructure challenges and
issues related to legacy data and remediation requirements, including the costs and benefits of
improved data management and the challenges of managing multiple hierarchies and reporting
dimensions required by the Supervisory Authorities. Next, we cover data governance issues, the
data requirements of meeting U.S. stress-testing mandates, and the basic elements of a sound
data management infrastructure. We discuss some of the workflow challenges that may require
firms to rethink existing business processes and provide a practical example, which involves how
banks think about and plan new business actions over a forecast horizon. Last, we profile a stylized
system integration for a Systemically Important Financial Institution (SIF1), talk about how the new
requirements impact customers, and conclude with some thoughts on the road ahead.

A version of this paper appears as a chapter in CCAR and Beyond: Capital Assessment, Stress Testing and
Applications, Jing Zhang, ed., London, UK: Risk Books, 2013.



http://email.riskbooks.com/c/1AVrdfLMsNbuPCfWyd107KB8ad
http://email.riskbooks.com/c/1AVrdXEzgxejkg28EIijYJlT9M
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1. Introduction

The 2007-2009 Financial Crisis highlighted the difficulty, and at the same time, the importance of ensuring banks have adequate
capital for economic downturns. In the wake of the 2009 SCAP report and throughout the CCAR 2011 and 2013 cycles, the
majority of the stress testing effort went into enhancing analytical modeling. The focus has now shifted toward making the
process sustainable, repeatable, and resilient. This paper discusses the implications this shift has to data, not only its capture, but
its governance and how to make it accessible to multiple constituents. Technology will be an important part of the solution, but it
will also require re-thinking basic business processes. Additionally, to gain the full value of this investment, the interaction with the
customer will even be impacted. Data governance, quality, and capture will need to be considered at earlier stages of the data
“supply chain,” even beginning at the point of risk origination. Banks are in the business of taking on risk — any insight that
improves their ability to make those decisions will lead to a competitive advantage.

In this paper, we first provide a background on stress-testing, discuss infrastructure challenges and issues related to legacy data
and remediation requirements, including the costs and benefits of improved data management and the challenges of managing
multiple hierarchies and reporting dimensions required by the Supervisory Authorities. Next, we cover data governance issues, the
data requirements of meeting U.S. stress-testing mandates, and the basic elements of a sound data management infrastructure.
We discuss some of the workflow challenges that may require firms to rethink existing business processes and provide a practical
example, which involves how banks think about and plan new business actions over a forecast horizon. Last, we profile a stylized
system integration for a Systemically Important Financial Institution (SIFI), talk about how the new requirements impact
customers, and conclude with some thoughts on the road ahead.

2. Background - Federal Reserve's CCAR Stress Testing Process

During the crisis, regulators and many banks were flying blind. Bank data and information were not always available in a timely
fashion and decisions needed to be made on the fly. Many banks were unable to create risk and financial impact reports that
properly described their positions and exposures, and the ability of banks and regulators to identify, measure, and understand
potential losses and, consequently, the adequacy of loss-absorbing capital, was absent. One of the most significant reasons for this
problem was the often fractured nature of existing information systems, with data living in what might be called “data silos.”

Whether due to the distractions of mergers and acquisitions, growth into new products and markets, diverse and disconnected
systems and processes, or being lulled into a false sense of comfort by the lack of significant volatility during the preceding 20
years (i.e,, the “"Great Moderation”), management was unwilling to invest in more comprehensive and integrated risk
infrastructure. As a result, neither banks nor regulators were able to quantify risk exposures and communicate the possible
consequences of emerging trends.

Even today, as the memory of this recent financial crisis begins to fade, firms run the risk of falling into a sense of complacency,
particularly with regard to the investments required to create a more agile and “risk-aware” organization, able to react quickly in
the face of systemic or idiosyncratic shocks. The clear desire is that banks able to identify and mitigate risks, as expected or even
unexpected forecasted conditions change, will realize a competitive advantage over those firms focused only on the compliance
aspects of stress-testing. Such banks can better plan asset-mix decisions, enhance business strategies around products,
geographies, and industries, determine the right mix of funding and capital choices, and better determine performance under a
variety of potential future conditions, not merely stressed conditions.

The recent crisis also revealed that much of the banking industry was undercapitalized, or possessed lower quality capital, and was
unprepared for a protracted systemic stress that strained or eliminated firms' capital and liquidity formation capabilities. Many
banks had made large capital distributions to shareholders, repurchased stock to boost perceived return-on-equity, increased
leverage, kept unencumbered liquid assets to a bare minimum, and paid large levels of compensation to senior executives without
evaluating the quality, composition, and access to capital under adverse conditions. This mix resulted in a protracted period of
higher leverage, including “hidden” leverage, by way of off-balance sheet exposures, and a significant under-estimation of the level
and degree of asset-volatility and associated liquidity and funding risks. As the crisis seasoned, many banks were no longer able to
fulfill their role as credit intermediaries during the stress period, creating a fairly fragile and highly pro-cyclical financial system.

In 2009, the regulatory community sought to ensure that the largest banks in the United States had adequate capital to survive a
continuation of the economic downturn through an exercise called the Supervisory Capital Assessment Program (SCAP). This
massive exercise was the first time regulators, and many of the banks, attempted to quantify their exposure through a
comprehensive, industry-wide stress test. To support the process, the banks submitted data on each of their portfolios. Given the
timing of the request, the majority of the data was supplied using ad-hoc extraction reports on spreadsheet templates. In fact, it
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was not until the fall of 2011 that the Federal Reserve implemented the quarterly data collection templates and June 2012 before
it implemented the monthly template.

In the wake of the SCAP report and throughout the CCAR 2012 and 2013 cycle, the majority of the stress testing effort went into
enhancing analytical modeling techniques related to loss estimation under various economic scenarios and to ensuring banks
would have enough capital under severe stress to maintain at least a 5% tier-1 common capital ratio across the forecasted
planning horizon.

At the current state of maturity, focus has shifted toward other areas of the stress-testing program, including an intense focus on
internal governance processes, increased automation, a focus on supporting business processes and infrastructure, model
validation and documentation, sensitivity analysis, and other areas of the measurement methods such as significantly improved
PPNR modeling, non-interest income and expense modeling, and the quality of forecasted risk-weighted assets.

3. Post-Crisis Infrastructure Challenges

In many organizations, the current state technology architecture remains a significant challenge. It is not uncommon that core
loan accounting systems, while feeding a central enterprise data warehouse (EDW), do not possess all of the data, nor analytical
and bespoke service resources, required for stress-testing or regulatory reporting. As mentioned elsewhere in this paper, data is
spread across numerous legacy systems, and, in some cases, required data may even be held in spreadsheets and other documents,
or simply missing.

The first step in attacking the data challenge is to inventory all of the “feeder” systems necessary to populate the required
regulatory reports. To perform this task, the regulator reporting, compliance, IT, and risk management groups must define the
critical data sources and gaps. Although not all data can be immediately remediated, it is important that the data gaps are
prioritized and resolved in a timely fashion. Within the context of the CCAR exercise, this is important not only for the bank but to
provide evidence for the supervisory authorities regarding the project plan to enhance overall data governance. The data
remediation is most efficiently done via internal resources, often the firm's internal audit and loan review functions, with data
resolution templates being passed from these groups back to loan operations for data augmentation and improvement. Key
performance indicators (KPIs) are usually required to measure progress and report on progress to senior management, the board,
and the supervisory authorities.

4. Legacy Data Challenges and Quality Issues

The implications of capturing, storing, and transmitting this data on current processes and systems are easy to understand.
Perhaps what is less obvious: some of the data fields that may have been collected for years have never been subjected to much
scrutiny, and the quality and consistency of the data will, therefore, be suspect. This data can be categorized into four different

types:

>> Data supporting financial statements, such as loan amounts, interest rates, maturities, etc., have long been subject to strong
input controls, routine quality assurance monitoring, and regular independent review. This information also has been
maintained on legacy accounting systems for many years and was required to be re-validated upon merger or conversions.

>> Data supporting origination decisions, such as collateral value, underlying obligor financial data, etc. have also been subject to
the same strong controls, monitoring and independent review. However, this information was not necessarily stored
electronically. Even if stored on the origination system, it may not have been passed on to legacy accounting systems and was
not required to be maintained upon merger or conversions.

>> Data supporting the servicing process, such as payment terms or addresses, are subject to less stringent input controls and
probably have not been subjected to the same quality assurance or independent reviews. However, through the servicing
process, the information will generally receive routine validation with the customer. Also, this information is maintained on
the legacy accounting system through mergers and conversions.

>> Other indicative data, such as property size, performance of junior liens owned by others, industry code, etc., || | | GTKczczN

data
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